
UK A NATION OF CONNECTION ADDICTS, PLACING 
EMPLOYERS AT RISK OF CYBER-ATTACK WHILE ON 
HOLIDAY, ACCORDING TO NEW SURVEY

Beach to Breach.

SOURCEFIRE’S ‘BEACH TO BREACH’ 
STUDY FOUND NEARLY TWO THIRDS 

OF WORKERS DO NOT CHECK THE 
SECURITY OF A WI-FI NETWORK 

BEFORE ACCESSING IT, DESPITE 69% 
BEING ADVISED OF THE RISK

77% OF WORKERS USUALLY TAKE THEIR MOBILE, 
TABLET OR LAPTOP AWAY ON HOLIDAY.

60% OF WORKERS 
SPEND AN HOUR OR 

MORE USING A MOBILE 
DEVICE FOR WORK 
WHILE ON HOLIDAY

60%

READING AND SENDING EMAILS WERE 
THE MOST COMMON ACTIVITIES

ALMOST HALF OF WORKERS BELIEVE THE 
DATA ON THEIR MOBILE DEVICES WOULD 

BE ‘QUITE SECURE’ IF STOLEN

96% HAVE NEVER LOST A WORK MOBILE 
DEVICE OR REPORTED ONE STOLEN

WHILE ON HOLIDAY

ONLY 40% OF WORKERS CHECK 
THE SECURITY OF REMOTE WIFI 

NETWORKS WHILE AWAY

THIS DESPITE 69% HAVING BEEN INFORMED OF THE RISKS 
ASSOCIATED WITH USING DEVICES FOR WORK PURPOSES REMOTELY
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TRAINEES WERE THE WORST OFFENDERS WITH 75% 
OF THEM FAILING TO CHECK NETWORK SECURITY
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