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Destination 
standstill. 
Are you 
asleep at 
the wheel?

CYBERSECURITY AWARENESS REMAINS HIGH 
AMONG UK ORGANISATIONS

3 of the top 5 risks identified relate to cybersecurity

1 Economic or financial crises (global: 51%)

2 Cyber attacks on your organisation (global: 43%)

3 Cyber attacks on critical infrastructure like energy, 
 transport, telecoms or water networks (global: 35%)

4 Losing company data/data theft (global: 37%) 
5 Shortage of skills (global: 31%)      

1

56%
54%

44%

42%40%2 3 4 5
Percentage of 
organisations stating 
that this risk could 
affect them in the next 
12 months

DISCOVER MORE
Examining business attitudes to risk and the value of cybersecurity, our annual 
Risk:Value report features insights from 2,256 senior non-IT decision makers 
interviewed in 17 sectors and 20 countries around the world.  

Download the Risk:Value 2019 Report and details of the 
research methodology at: nttsecurity.com/riskvalue2019-uk
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PROGRESS WITH CYBERSECURITY 
GOOD PRACTICE HAS STALLED

The NTT Security Risk:Value Index, 
which measures cybersecurity good practice 
on a scale of -41 (worst) to +27 (best), 
is static at +3 for 2018 and 2019

BUSINESSES WANT TO DO 
SOMETHING ABOUT IT

More than half say 
strong cybersecurity is
absolutely vital

On a scale of 1-5, where 1 is not 
important at all and 5 is absolutely vital

BUT UK ORGANISATIONS ARE FAILING TO 
MAKE PROGRESS WITH CYBERSECURITY…

33% would rather pay a ransom to a hacker than 
invest more in security, a rise of 12% since 2018 

  The percentage of operations budget spent on  
  security has fallen by nearly 1% to 16.5% in 2019

70% have an information security policy, down 
from 77% in 2018. 47% say employees are fully 
aware of such a policy 

  60% have an incident response plan in the 
  event of a security breach or non-compliance 
  of regulations, a 3% drop

44% believe cybersecurity “is the IT department’s 
problem and not the wider business” 
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INDUSTRY SECTORS MOST VULNERABLE 
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